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5. Владелец пароля должен быть ознакомлен под роспись с перечисленными выше требованиями и предупрежден об ответственности за использование паролей, не соответствующих данным требованиям, а также за разглашение парольной информации.
6. В случае возникновении нештатных ситуаций, форс-мажорных обстоятельств и т.п. технологической необходимости использования имен и паролей сотрудника (исполнителя) в его отсутствие, сотрудник обязан сразу же сменить свой пароль на новый.
7. Плановая смена паролей пользователя должна проводиться регулярно, не реже одного раза в 6 месяцев.
8. Внеплановая смена личного пароля или удаление учетной записи пользователя автоматизированной системы в случае прекращения его полномочий (увольнение, переход на другую работу внутри предприятия и т.п.) должна производиться немедленно после  окончания  последнего сеанса работы данного пользователя с системой.
9. В случае компрометации личного пароля пользователя автоматизированной системы должны быть немедленно предприняты меры в соответствии с п.7 настоящей Инструкции в зависимости от полномочий владельца скомпрометированного пароля.
10. Пароли пользователей (вместе с именами соответствующих учетных записей) должны храниться в запечатанном конверте в сейфе руководителя организации.
11. Хранение сотрудником (исполнителем) значений своих паролей на бумажном носителе допускается только в личном, опечатанном владельцем пароля сейфе.
12. [bookmark: _GoBack]Пользователю следует помнить, что при смене пароля на компьютере пользователя доступ к сетевым ресурсам под новым паролем без соответствующей смены пароля на сервере невозможен.
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3aBe,uy10HmH MAJIOY nerckwuii cag Ne 31
OMOMHHPOBAHHOTO BHIA
Hamm6aiickuii paiion PB
Bpaiinesa T.B.

[TAPOJILHOM 3AIIIUTBI
B MyHHIHNIaIbHOM ABTOHOMHOM IOUIKOJILHOM
o0pazoBaTe/IbHOM yupesxIeHHH AeTcKuii cag Ne 31 «Anénymxa»
KOMOHHHPOBaHHOT0 BH/Ia ropoxa Munm6aii MyHHIMNIANLHOTO paliona
Hmumbaiickuii paiion Pecny6anka Bamkoprocran

. JlaHHas ~ WHCTPYKIMS  perjlaMeHTHpyeT  OpraHH3alHOHHO-TEXHHYECKOE
obecriedeHne MpPOLECCOB TeHEpALMH, CMEHBI M TPEKpAIleHHs JIeHCTBHs
Haponeii Ha aBTOMAaTH3MPOBAHHBIX paboumx Mecrax (APM) coTpymHHKOB
My=ununansHOro aBTOHOMHOTO JIOIIKOJIBHOTO obpazoBaTeIbHOrO
ydpexnaeHuss netckud cany Ne 31 «AnéHymka» KOMOMHHPOBAaHHOTO BHIa
ropoga MmmmGaii MyHunmmaneHoro paiioma Mmmm6aiickuit - paiion
Pecny6nuka BamkoprocTaH (zaliee mo TekcTy — OpraHH3aIms).

OpFaHPISaHPIOHHOE M TeXHHYecKoe obecrieyeHue IIPOLIECCOB T'€HEpALUH,
HUCMOIB30BaHUs, CMEHBI U MPEKpaIleHUs JIeHCTBHS naponeﬁ Ha KOMITBIOTEepax
TOJIb30BaTeNlell BO3IaraeTcs Ha CleHAAIMCTAa OpraHU3aliu.

. OpraHuzaMOHHOE ¥ TeXHHYeCKOe OOecCIiedeHHe MpPOILECCOB TeHepaIliH,
HCIOJB30BaHMs, CMEHBI M MpeKpalleHHs NeiCTBUsS Iaponieil Ha cepBepax
BO3JIaraeTcs Ha CIel[HaIucTa.

JInyHBIH  mapomk  JOMKEH ~— EHepUpOBATHCS M PACTIpeeNsThes
LEHTPAIM30BaHHO U060 BBIOMpPATECS IONB30BATENEM ABTOMATU3UPOBAHHOM
CHCTEMBI CAMOCTOSITENEHO C Y4ETOM CIEAYIOILIMX TPeGOBaHHIA:

- JUIAHaA IapoJis AOoJDKHA OBITh HE MeHee 6 CHMBOIJIOB;

- [apojib HE JOJDKEH BKIIOYATh B CeOs JIETKO BBIYUCISEMBIE COYETAHHUS
CHMBOJIOB, a TaKxe obmenpuHsaTse cokpamenus (9BM, JIBC, USER u
TIL);

& HpH CMEHE NapoJisi HOBOE 3HAYEHUE JOJDKHO OTIMYAThCS OT IPEAbIAYIIErO
HE MeHee 4eM B 6 TIO3UIHAX;

- JInuHbIit T1apoJIb I10JI30BaTEIb HE UMEET MpaBa COOGI.LIaTB HUKOMY.





 




 

